
Welcome 

Sh. Shaleen Kabra (IAS)
Financial Commissioner (Addl. Chief Secretary), U.T. of J&K

Presentation on

Maintenance & updation of official website 
www.ifcjmu.gov.in

by I&FC Department, Jammu
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http://www.ifcjmu.gov.in/


(Before Sep 2022) (After Sep 2022)
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Webpages Developed/Modified
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Officers Directory Webpage
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Ex. Chief Engineers Webpage
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District/Departmental Vigilance Officers Webpage
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First Appellate Authorities (FAA) & Public Information Officers (PIO) Webpage
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Media Gallery Webpage
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Typical Estimates Webpage
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Training PPTs Webpage
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Abiana Webpage
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UTSAP Webpage
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Journey of updation
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• Website address : www.ifcjmu.gov.in

• Designed, developed & hosted by National Informatics Centre (NIC), Jammu & Kashmir.

• Content provided and maintained by I&FC Department Jammu.

• Last updated in 2021 before the incumbent Chief Engineer took over the charge of the Department. A few updations 

viz-a-viz uploading of video of Temporary Restoration of Balole Syphon, G20 banner and photographs of desilting 

works were done by NIC from November 2022 to January 2023.

• Thereafter, matter was taken up with Sh. Jatinder Pal Singh (Scientist-F) at NIC to transfer the control of website to 

the department so that it can be maintained and updated regularly.

• Nidal Raj Bhuria (A.E.) and Sourav Gupta (H.A.) were assigned the task of getting the login credentials from NIC 

required for updating the website.

• Login credentials for updating the website were obtained after long persuasion with NIC. However, website could not 

be updated due to login failure while trying to connect the remote site from outside the NIC. 

• Issue was again taken up with NIC to resolve the technical glitches while logging in the website from outside the NIC 

and the matter was sorted out after deliberations with Mr. Showkat Ali (NIC).

• Mr. Showkat Ali also demonstrated the process to connect the NIC server and further updation.

• Website could be updated in the department due to lot of efforts put in by Nidal Raj Bhuria (A.E. Civil) in absence of  

IT manpower and resources.

Background
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http://www.ifcjmu.gov.in/


Procedure for updating the website
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What is a Web Page?
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➢ A web page is a document written in

HTML that can be seen online using

a web browser.

➢ A web page may contain text,

graphics and hyperlinks to other web

pages and files.

➢ A web page can be assessed by

entering a Uniform Resource

Locator (URL) address into a

browser’s address bar, e.g.

www.google.com.

➢ Multiple web pages make up a

website.



What is a Source Code?
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➢ A source code is a text listing of commands to be compiled or assembled into an executable computer program.



1. Windows 8 & above and stable internet connection.

2. Virtual Private Network (VPN) details & Digital Signature Certificate (DSC) provided by NIC.

3. VPN client for windows e.g., Cisco AnyConnect Secure Mobility Client.

4. File Transfer Protocol (FTP) software e.g., FileZilla Client – the free FTP solution.

5. Code editing software e.g.,  Notepad++, Brackets etc.

6. Basic knowledge of HTML (Hyper Text Markup Language).

▪ Standard markup language for creating and describing the structure of web pages.

▪ Consists of a series of elements that tell the browser how to display the content e.g.:

"this is a heading; <h1>", "this is a paragraph; <p>" etc.

▪ An HTML element is defined by a start tag, some content, and an end tag:

<tagname> Content goes here... </tagname>

Requirements for updating the website
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Workflow

Install

DSC provided by 
NIC

Cisco AnyConnect 
Secure Mobility 

Client

Connect VPN 
using login 
credentials

FileZilla – FTP 
Solution

Connect remote 
server using login 

credentials

Notepad ++  or 
Brackets

Modify webpages 
for uploading on 

website
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Importing and installing DSC
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➢ Download the DSC received in the registered e-mail (@jk.gov.in) from VPN Support (vpnservices@nic.in) and save it securely in

your computer.

➢ Open the downloaded certificate. A Certificate Import Wizard window will open as shown in the figure below. Click Next.

Configuring NIC VPN & Installing DSC
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➢ Check for Private Key received as SMS on registered mobile no. and save it securely.

➢ In the next window, enter the Private Key and check Enable Strong private key protection checkbox. Click Next.

➢ Finish the Certificate Import Wizard.
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➢ Open Internet Explorer→ Go to Internet Options→ Select Content→ Click Certificates→ Click View

Verifying installed DSC
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Installing VPN client for windows

(Cisco AnyConnect Secure Mobility Client)
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➢ Visit https://vpn.nic.in and download VPN Client for Windows 8 & 10 → Click Save. 

Installing Cisco AnyConnect (VPN client)
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➢ Click Next→Accept the terms in the License Agreement → Click Next to finish the installation.
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➢ Click Install→ Finish the installation.
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Installing FTP software

(FileZilla Client – the free FTP solution)
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Installing Filezilla - FTP Client

➢ Visit https://filezilla-project.org → Click Download FileZilla Client → Select Edition → Click Download. 
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Installing Brackets (Code Editor)
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Installing Brackets – Code Editor

➢ Visit https://brackets.io → Click Download → Launch Brackets Installer by running it as Administrator to install the software.
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➢ Click Install→ Click Finish after successful installation.
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Connect VPN

➢ Launch Cisco AnyConnect from the Start Menu of Windows → Enter the address sconnect.nic.in → Click Connect → Select DSC 
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Connect VPN

➢ Enter the Private Key received as SMS in the registered mobile no. → Click OK→ Create New Password on first login → Click 

Accept

Note: Access to Local Area Network (LAN) is lost after VPN connection is established.
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Connect Remote Server

➢ Launch FileZilla from the Start Menu of Windows → Enter Host, Username, Password & Port → Click Ok
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Directory listing from remote server

➢ Connection to Remote Site at NIC Server is established after successful login → Directory of website gets listed from remote site.
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Updating/Modifying webpage
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Coding in HTML

➢ Download the webpage required to be updated from remote site. 

➢ Perform requisite coding in HTML in the downloaded file.
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Creating a new folder in webpage
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Coding in HTML
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Uploading updated HTML webpage

➢ Upload the updated HTML webpage from local site to remote site for publishing it online by double clicking/ drag/ drop/ 

accepting automatic upload popup window.
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➢ Overwrite the updated webpage on the remote site.
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➢ After successful uploading, “Transfer’s finished” pop-up signals the content live to public.
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Disconnect VPN & FileZilla

➢ After uploading, disconnect Cisco AnyConnect and FileZilla to restore LAN .
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Thank You
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